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ABSTRACT: Need of biometric system is growing day to day. The proposed system has considered edge detection 

mechanism along with compression techniques in order to reduce the comparison time during biometric processing. From 

existing research it is concluded that there is need to introduce an efficient biometric mechanism. The proposed 

implementation has used Matlab to perform simulation. The canny edge detection mechanism would eliminate all unwanted 

contents from biometric sample. Moreover the use of Huffman compression technique would also reduce the size of edge 

based graphical content. Such system save the storage space and reduce the comparison time. 
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1. INTRODUCTION 

Biometric system architecture is used to achieve 

the aim of specific pattern matching and 

Recognition. Biometric based systems are able 

to authorize human being on the base of 

required Biometric sample. These Biometric 

samples may be Palm Print, Finger Print, Iris 

Sample, Voice Sample according to the 

Biometric devices. These are single person 

based finger print limited areas. Biometric 

system architecture represents whole system. It 

includes functionality mapping on hardware and 

for software principle mapping of architecture 

on hardware architecture. Different set of 

sensors, algorithms and sub systems are present 

in different biometric systems. Comparing a 

sign up biometric system against recently 

captured sample of biometric is required in 

verification of biometric system. To confirm if 

under two different names someone has not 

applied right print the complete database could 

be checked. It is also known as one-to-many 

matching. Verification mode of a system could 

be in order to authenticate a person’s identity 

from previous pattern that was enrolled. It is 

also known as one-to-many matching. Numbers 

of other issues that need to be cared are 

involved in feasible system of biometric. 

 
Fig 1 BIOMETRIC 

1.1 BIOMETRIC SYSTEM 

ARCHITECTURE 

 

Biometric System is portrayal of a framework, 

including a mapping of usefulness onto equipment 

and programming instrument. Distinctive biometric 

Verification frameworks may have diverse 

arrangement of sensors, sub-frameworks, 

algorithms, to accomplish target of explicit pattern 

acknowledgment and coordinating. They have 

wrapping design of a biometric get to control 

framework for constrained territories based single 

individual unique Signature. Biometric Verification 

systems make comparison between an enlisted or 

sign up biometric sample with already existing 

samples in database. The time of sign up as 

appeared in an example of biometric attribute is 

captured. They prepared by a PC and put away for 

later correlation. This framework could be apply in 

confirmation mode, where biometric framework 

perceive a sample of human from whole sign up 

populace by finding a database for a match 

dependent on this framework. This is now and then 

called one-to-many coordinating. A framework 

could likewise be utilized in Verification Mode, 

where biometric framework verifies an individual's 

asserted character from their recently enlisted 

biometric sample. This is additionally called one to 

one coordinating. 

1.2 IRIS RECOGNITION 

Iris Recognition has been known as a technique in 

which iris sample of an individual is used to 

identify him separately. Muscle inside the eye is 

known as Iris, directs the size of the pupil. It 

controls the measure of light that enters the eye. It 

is the hued segment of the eye with shading 

dependent on the measure of melatonin color inside 

the muscle. The framework is to be made out of 

various sub-frameworks, which relate to each phase 

of iris Recognition. These stages are:  

• Image procurement – In this step, an 

image of eye is captured.  

• Segmentation – In this step, the iris district 

is found in an eye picture.  
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• Normalization – In this step, 

dimensionally reliable portrayal is made of the iris 

area.  

• Feature encoding – In this step, a layout is 

made consisting just most separate feature related 

to iris.  

Eye Iris Recognition is a computerized and 

automatic biometric technique. In this technique, 

the numerical pattern methods on video pictures are 

used. These patterns may be of either of the irises 

of a person's eyes. The patterns of iris are used as 

these are extraordinary, stable, and are visible from 

some separation.  

 
Fig 2 Iris Recognition 

 

2. OBJECTIVE 

The objectives of research have been discussed 

below: 

1. To reduce the size of Iris samples by integration 

of Huffman coding Mechanism 

2. To eliminate useless portion of biometric 

samples using Canny Edge Detection Mechanism 

3. To integrate Radio Frequency Identification 

(RFID) Technology to improve the performance of 

Biometric Attendance System 

4. To use Matlab simulation tool for simulation of 

proposed work’ results 

 5. To compare Propose Attendance System with 

existing system on the base of space and time 

consumption etc. 

6. To propose a comparative analysis to determine 

the applicability and efficiency of proposed system 

 
3. METHODOLOGY/TECHNOLOGY  

3.1 CANNY EDGE DETECTION 

MECHANISM 

Edge Detection is a part of Image processing 

utilized as a tool to detect the edge of given image. 

It processes the graphical content fundamentally for 

highlight discovery and extraction. It is supposed to 

confirm focuses in an advanced picture where 

splendor of picture changes strongly and discover 

error. The use of Edge Detection mechanism is 

essentially to diminish the size of graphical content 

in a picture after that further phase of picture 

processing starts.  

 

4. TOOLS AND TECHNOLOGY USED IN 

RESEARCH WORK 

4.1 MATLAB 

MATLAB is a well known and most favorite tool 

for Technical Computing. It is an elevated level 

language inside intelligent or fast environment. 

MATLAB empowers us to perform 

computationally undertakings faster as contrast 

with other programming dialects, for example, C, 

C++, and FORTRAN.  

 
Fig 3  MATLAB Environment 

5. PROPOSED MODEL 

 In proposed attendance system, user connects 

directly to web interface in order to confirm his 

presence just like traditional model. But the 

biometric iris sample passed by user is 

processed by Huffman and Canny Edge 

Detection Mechanism. Huffman technique is 

used to compress the iris sample in order to 

decrease its size and Canny Edge Detection is 

applied in order to get only edge of iris sample.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig 4  PROPOSED MODEL 
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6. RESULTS OF IMPLEMENTATION 

The following figure show Comparison of file size 

of image1 to compared in traditional and proposed 

 
Fig 5. Comparison of file size of image1 to 

compared in traditional and proposed in case of 

match 

 

The following figure shows Comparison of file size 

of image1 for comparison in traditional and 

proposed in case of match. 

 
Fig 6 Comparison of file size of image1 for 

comparison in traditional and proposed in case of 

match 

The following figure show Comparison of file size 

of image2 to compared in traditional and proposed 

in case of match. 

 

 
Fig 7 Comparison of file size of image2 to 

compared in traditional and proposed in case of 

match 

 

The following figure shows Comparison of file size 

of image2 for comparison in traditional and 

proposed in case of match. 

 
Fig 8 Comparison of file size of image2 for 

comparison in traditional and proposed in case of 

match 

  

 
Fig 9Comparison of file size of image1 to 

compared in traditional and proposed in case of 

mismatch 

The following figure shows Comparison of file size 

of image1 for comparison in traditional and 

proposed in case of mismatch. 

 
Fig 10 Comparison of file size of image1 for 

comparison in traditional and proposed in case of 

mismatch 
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The following figure show Comparison of file size 

of image2 to compared in traditional and proposed 

in case of mismatch. 

 
Fig 11 Comparison of file size of image2 to 

compared in traditional and proposed in case of 

mismatch 

The following figure shows Comparison of file size 

of image2 for comparison in traditional and 

proposed in case of mismatch. 

 
Fig 12 Comparison of file size of image2 for 

comparison in traditional and proposed in case of 

mismatch 

 

7. CONCLUSION 

In this research work, RFID based Biometric 

attendance system is proposed. This attendance 

system is connecting user to web interface to 

confirm his presence. In this system, for 

verification, iris samples are taken. The biometric 

sample passed by user is reduced by size using 

Canny Edge Detection Mechanism. As edge based 

image of biometric sample is taken for comparison, 

less space is required. This edge based biometric 

sample has been compared to edge based biometric 

sample that is stored in remote database. As a 

result, comparison time is also found less as edge 

of graphic samples are compared. If the edge based 

biometric sample in database matches to the edge 

based biometric sample passed by user then the 

attendance is taken and his presence is confirmed.  

RFID is integrated with Biometric to develop 

efficient web enabled attendance system. This 

research work is using canny based edge detection 

mechanism and Huffman that are able to increase 

the performance and reduce the time space 

consumption. Then comparative analysis of 

traditional Attendance system with proposed work 

is made to show the better efficiency and 

performance of proposed model. 
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